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Summary of DPO advice: 

Note that local DPOs for each organisation need to produce their own DPIAs, or consciously adopt this suggested 
DPIA 

DPO advice accepted or overruled 
by: 

N/A If overruled, you must explain your reasons 

Comments: 

N/A 

Consultation responses reviewed 
by: 

 If your decision departs from individuals’ 
views, you must explain your reasons 

Comments: 

This DPIA will kept under review by: 

 

The DPIA will be reviewed by 
the respective DPOs of each 
organisation when required 

The DPO should also review ongoing 
compliance with DPIA 
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Glossary of terms 

1. ‘Personal data’ means any information relating to an identified or identifiable natural person (‘data 
subject’); an identifiable natural person is one who can be identified, directly or indirectly, in 
particular by reference to an identifier such as a name, an identification number, location data, an 
online identifier or to one or more factors specific to the physical, physiological, genetic, mental, 
economic, cultural or social identity of that natural person. 

2. ‘Special Categories of Personal Data’ mean data revealing racial or ethnic origin, political opinions, 
religious or philosophical beliefs, or trade union membership, and the processing of genetic data, 
biometric data for the purpose of uniquely identifying a natural person, data concerning health or 
data concerning a natural person’s sex life or sexual orientation. 

3. ‘Controller’ means the natural or legal person, public authority, agency or other body which, alone 
or jointly with others, determines the purposes and means of the processing of personal data; 
where the purposes and means of such processing are determined by Union or Member State law, ‘ 

4. ‘Processor’ means a natural or legal person, public authority, agency or other body which processes 
personal data on behalf of the controller. 

5. ‘Processing’ means any operation or set of operations which is performed on personal data or on 
sets of personal data, whether or not by automated means, such as collection, recording, 
organisation, structuring, storage, adaptation or alteration, retrieval, consultation, use, disclosure 
by transmission, dissemination or otherwise making available, alignment or combination, 
restriction, erasure or destruction. 

6. ‘Data Subject’ – an individual who is the subject of personal information. 
7. Data Flow Mapping (DFM) means the process of documenting the flows/transfers of Personal Data, 

Sensitive Personal Data (known as special categories personal data under GDPR) and Commercially 
Confidential Information from one location to another and the method by which they flow. 

8. ‘Pseudonymisation’ means the processing of personal data in such a manner that the personal data 
can no longer be attributed to a specific data subject without the use of additional information, 
provided that such additional information is kept separately and is subject to technical and 
organisational measures to ensure that the personal data are not attributed to an identified or 
identifiable natural person. 

9.  ‘Anonymised Data’ - means data in a form where the identity of the individual cannot be 
recognised i.e. when:  

• Reference to any data item that could lead to an individual being identified has been 
removed;  

• The data cannot be combined with any data sources held by a Partner with access to it to 
produce personal data. 

 




